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o ¥ 2025 H, HISHRE-3T o 29.44 A A HUAF WSS TSAIAT H THTT 3R 1,530 AdEafaam (3a€),
390 siggar Fatl R0 (aenfAfad AcH) va 65 Wt (Tsargardl) Ik #i, S 93 S\ W T
TTEeR FfAfshaT &1aar o geifar §

o 231 WEET Y& Aediwe (AR RAFRE 3if3e) & 3 wreal # Jaar & anfder
AT g, TER Agcaqul I FUR WGP HaEEer d Hedihe (3ifSe) Td AIdr
3Teholel (FerRTTaeT 3raee) I &TAdT FIH HoIqd g% &

. 98 yfaera RBfeed M F ABR TTodl deg aRT Ha HAT I, 1,427 WIS MfAT
fhT v X 89.55 &M@ HAHIX NHATS Tol S3eAells fhT 7T

o WSHRE-ST T Wge T H TR HIRNeT o dRgw ggarer el ¢, Gwd feg anfds
AT (I¢5 SRS BRA), AFaes IR 3R 6 F Toaraeasns s 93 FaRUsey
HAl o UIS-HAOId R & Ol ol (Y f3eaere), AR ool (AR ASfawq),
FAQHAG TS orar 3R AIRS-Flogd AaW qAT (Heardww fAfRMRE) 7 9Rd & Adea &
TR fRar Bl

e

AR & doll ¥ & © f3foiee seomal & e, arfvisd 3R A @arsit a1 3naqd Y4«
deo faar g1 RBfoce 9e g S0 ¥ da 3iiedars ardaifaes darsit i 3qfd aF, o




ceheiteh USTERT 1 foicalt 1 veh SR BEd a1 15 1 Q-9 Bfoee giaunsi &1 3= &
Y AT & W ¢, VSREIT T FRET U TSI NATHFAT 9T 75 ¢

3HfeTerrss dr@mers), R, Yaraer & gadl, wne-3muid e R Swd B s
9ed TeRT FI ¢TI §U, U FAfTId Ud Hgo AIFsR FI&T & T S Tgel & el 310 g 15
&1 38 eI A FAS §U, R TR & Toh FRIaId, sR8#e 3N wiara RBises amgter giarRad
A g I AT, FEARIT FaEATT 3R Fellelel Heth &TAATT o] HT

XA & WS FI&T AT & dheg A 38T FgeY sAGE Redleq 7 (Wamerse) g, i
golacliaed 3R FgIar AR AFer (THIRAETS) & dgd H1H WAl & 3N 8 goer
gigafaenr fafaad, 2000 gart AfAard foRar ar 81 WE3REsa gcaT aUd H qEE Flh,
YU HSAGA T delht AR THR, 3¢ANT Td FATST # giaid BfFeer aliel @l gerar
TSI TSR W|T & fIT GEAT TS Ueld ! &1 SHA FH ART & deit & Jod B3foed
SRITAECH T T AT Holdd e 3R fSTolcer Colehia Ta damsit # faearg 1 degrar & &

3T & 3MaH A Sfs o Al #, WgeR G 39 Heol Ush deheiiehl il T &80 1 75 ¢,
afcsh Tg TS FRaT, 3w TR 3R ST & R &7 Toh JAgier T a1 18 g Bloed
JoTell & 93 YA IR 3T St F d@d §U A HahdT, FATE HH F 3R A
HEATT Aed T S gl sifcerd f@dei @l Faree dath il & Jrr Ao, damd-ea o
Rt 3R §T TSR TRT HT SA1S ST &, Fhoh SYAT A A 3 M &, Fgoar o1 fFaAor
R & IR R & Bioee garfa &1 geferd, FaAmEsd vd e oo Tl gAfRud aar g

oo T g &, ARd & Bfoca IR ot & 6T g1 39 YOR &I dolg Scdeic &l §6d 39T,
THIERIA HT 8 YA R IJUAT S IR BfSeer ardeifae dansit & gr oo war & @Afa 2
ay¥ 2025 de, ART H ST Haagld 100 FS F s crr\raﬂ?r-grtrm‘rzoma:zsjsarng
T JelAT H 100.29 FT T TgT I gfd el seT IMgsh 3iad ATffs Ser @ud oerseT 399
T 96 1S, S 2014 A 61.66 THAI & Foai 2025 A 24.01 S &) 15| I§ gfvam & Fod H¥H
gqdr # ¥ T gl




58 o ffoiee giaare & Bfocd oo & &7 # Seleed defd & §Hd ST gl IS
UHCH SABH (FNIE) ARA & BToce T SHITAECH &1 ATT TAH ol I gl 3fehel
feEeR 2025 #, WIS 7 27 oM@ H$ A F HUF & 21 Wi @ 30+ =99 ol 0
f3fSeer yar @ glaer va AT Hdr ger df 8, dffhed s AR TRT & fAv gaAd 1 aclg
I o thelr fear 81 37 SIf@AT @ Aues &, Hedld soic 2025-26 & AR LT & AT 782 w3
9 Jmdfed T 9T, S Rd A BiScd 3aEaar A WAT A W WHR & 3T &1 A
gendar gl

58 Hedl #, WiSamdr-g &1 AT 9N & AFX F&T o & giaarg & dN W g Ageaqor gl
STl 81 WSHRE-3T & T8 HIH el dTell VITHIMSIHRA-eT AA Sheged R sfase Rediea
&H PR BSATRITST Aae T3l & FHfead STdTd S, ST IrsT &ah 3T dfeer, o dar
Td AT (SIUHTHINS) & A ARG T HEIAT Tald X faeig &7 H AgeN GI&T I Hsled el
g1 8T g, TE3REA-aT & T [FEAIRT 31T & T H FH el arel STHAIMEHRE-IET TSN
HCAT T HHeaT T TAR0I0T Fleh, WSIREN-3T @ UITT HSH Gk Hl YT STohT T HRaATS
FXeh, WEIREST GaRT el fhu 0 RFUfased Seehdr fAaior & 3MUR W (SATH & dfhd
3T Fh, FIER GIE&TT Hedlched FIARTA Feh Ud WSIRE-3a7 & BN TIeodl dhog (HTHD)
CaRT RAE & 1S FAARAT FI HH FH Foll &7 H AeeX G H Afy & ¥go X g

TS FIFaT GI&T ¢ HSIRE-FA & &I F1A

WS- AR F WFE TSAH G ST FRaATg A dlell AT Tl &1 Faam Sleafarehr
FfAfATH, 2000 Fr 4RT 70t & TEd TP FRAT H S gHoAl Dl Uchodl, B WRI ST JEATAR
AT A TR 3R AR G A HA e T Uohed g 8T BAURRT & AT Aol & FHeaT
T LT AfAST B




. . . CERT-In (Indian Computer Emergency Response Team) / |
o HISAT I ARG & ST e ot nadect g =
Core Functions

TSR GR&T Hell SAERehel | | |

q’ﬂ' a'aTHT aFl | g Information Threat Alerts Incident
Management Forecast and issue Response
o= N Collect, analyze, warnngs on smergng Take emergency
e 3l ETIdIlId &I EERSRCISEY @ and share data cyberfivecis measures to handle

on cyber incidents cyber security
9 incidents
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SATARRI AT FIA I Fhaer
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q N\ \ Coordination Other Mandates Advisories & Guidance
° Qil'aﬂ' m a’# ohd el dlel Lead and coordinate Perform additional Issue guidelines, advisories,
national cyber cyber security vulnerability notes, and
. . incident response efforts functions as whitepapers on:
ST & Ty Aler 3R prescribed - Security practices and
N procedures

« Prevention and response

FATTIT AR @RI & IR H | | b oporing o orom nckial
M AEATAH-TAT A s s e
SATTR R AT T,

o AW HRMERY, 3eA9T 1T 3R fAeTfdel & ary wgaer 3,

o IfAT ufdretor sFHH, IR GR&T IeTH/Z AT H,

o HZHN TITSAT HARAT el o [T Hiwwd FT Farelel Hiell AR AR Tl AR gae
sfIrt @ FeReh f ghawr & Qv wF FA13 U3 Feld deX F1 Fared B,

o FAFAYT T 3R FAWSET aIfafaft=t & gt oo iR BauRs & @ eF d &
39T T GHeAT LT,

o IFAGR HeTAT YHEIIRUT I FEYURT T,

o T N AT H WEHEAT FIAT 3N T AR BNIAS &TAIIN & ATCIA ¥ FHleled Taclel
TSR &1 AT T,

o HASHA HN WEIH TATH R TSET AN T TGl g AGN Hehe Tl AloToll HATeade]
W ATNGAA TGTeT AT

eTelel Hatl el S[e@ 3R @@Afead gfafshar o & SRY, d3RE-ge AgeR T3t &l doft
O afd s giafRad sar & 3 g et & wenfaa gonferdt & 8w # A Far B
ST FNATS AT AT THAHINAT T ARG & TReR ware feaurer & Jaial #1 4ge
HLal, JUTTAITd SITEH & HH Bl 3R deold TdRT T YHET &7 & oA ¢ol H T&TH Sl gl




HIFd & U, I G TaUTAT T HH e, QAT FAfd & dlest # aolt ofer 3R 9Rd & Bioea
gRfAEeH # f32arg & Al Ha 7 AerEe L gl

R Y WZE YgodT WEIA & Fg # NI

WEIRE-3T @RI F AlhTdT T Igam, gean3it & favey dsr gfaferar 3R 93 39 R &dar &
ﬁw%aﬂ‘vﬁmﬁﬁvﬁﬁjﬁulsq{?ﬁéwmWWSIEHT@’HT%Ia§r2025ﬁsﬂﬁ
3YTSITT HEATIT Hl I dGlet, ST fBfoiee Jaatas & G e iR ORd & dait @
dea 3fSce shifdeea A favard & #Aogd aa & 3 AT vd cgafeyd garat & garrdr g1

WEIREA-3T F 2025 AT HET 3UATIAT FT TH Haollhel

e Y 2025 H, HISIRESA o 29.44 d@ ¥ 3AF FSaX geaAnt F FHem 3R 1,530 Aq@faar
(3re), 390 Hegar et RAIor (Feenfafadt Alew) va 65 wEeft (vsamed) I #i, ot &3
YA W TSI AR IfAThdT &THdT &l RiTeT ¢l

o URBHRE-ZA CaRT 29 AHT FHAANRAT vd N@AT (HAE) T ggareT Fr a5 AR 3¢ geamfAa forar
|

s, e e A
o WSIRE-3A & WHR, Aolleich T ol &7 & MSHIET YoTell H HISa F&T I Aol el o
231 YATOIT YI&TT Hediha Harsat H1 Joer H anfdrer fram &
o AH ¥ HfAHR Hediwa e va R weuw, Rgga wa 9 i aRage & A e v

3. & AW
o WEIRA-3T & WHR, Nuwy AR Fsh & & Rauret & fav 32 fflrse qweddr gframor sRiws
3R 95 TSR FI&T SAFTEhdT TF AT ]
o fRfse awar e FEFEAT F IRT TR, dvag dR se@er Sora F 20,799 AfwRAT MR
Wrga & GRART F givaror &7 ar=m

4 TR R R I Ay s

o URSHRAST o HAIT-3edT Aot arelt 122 WEaR & B 3 3w &i, e oo™
e off A df| S9H TR, Fasiiae AR e &l (18T, i adt, 3iaRer, W]




Fofl, qUEAR (3TSTHd), fad, faegd, da Ud Wihtasd 3, aRaed, IMSA/ASERTH &1 3R T
32T HeX) & T 1,570 HITSaAT of T3ear foram

s, s s

o UEIHRE-SA A 95 IAPEHAT §F Aol fhu, fotar 91,065 wienfaal (e wmgew Fam
SIRTRFHAT ATE (TTHICHUUH) Haeay 2025 |igd] o feear ferm

a¥ 2025 #, W3Rz o RS, 2dd-v7, Ran-fader, quaedt 3R siggar w@ath faawor (aenfafad
ACH) F U G G 8 YA fohar, St F@areal 3R RAauReh & Al Sif@H & &7 e
A Tl & T FAT R TAT HHA A dTel ANPGLT ST &l

o TATE A raEEr & fov e gt feanfAdar (wad 2025)

o 3YIE IMURT FIR & AT TER & Rl AR Faldd HEAYomer § Hftrd wreey
(Fadr 2025)

o ¥RT {THII ROIE (AT 2025)

o SuwuHIE (dfher, A Tar va &) & & fov RBfoes @arr RAe 2024 (38 2025)

o ‘“TZR FET TRT ¥ AR fadAGT gonfodt (Fuew) T e & v 3redr sy
9 2ad 97 (31 2025)

o THAHIUA (HFedR foar 306 AGRTew), FAHTA TaT A3 (FaieA o 3w
AT 3R Fheeranfhe e 3T AORTew), tada (gréawR fodo 3w #ERT),
THEANTH  GIEFRTS sefaea o 3% AORTcT) TEHOT 2 ¥ T depeien
feenfader (s[em$ 2025)

o TUYSH WS &I FHodichel A GenfAder (Jers 2025)

o FAICH HIFR IARY &I &M & deelid W edd 97 (Jers 2025)

o FEH, oY Ud HLIH AT (TATHUAS) & T 15 Hifoew @ger @ f@g=or - (Ade
2025)

o TAHITHUUH 3farcal 2025 & RIe, Teh “HISeR TAE fohg@: AT Mss” YehrfAld foham arm|

o RS ARG & fAT AgR FR&T FGEl Sepse HRYTUMTAAT - GREhT |




a¥ 2025 # WEIRE-5aT I 3T AR & ool ¥ dod 3ol shiffiees & geam & 3@
3EH AT AT AT &1 I3 JA W &THA Aehd, T Hediohed, STETEehcl i el el 3R
AT fER-AET Ta Teheiiehl TRET ST Fleh, WEHNE-3 o PR, 3T ST HR FATS
A HEYEIT SATRAT AT AT T B

TSSO AR FRET AN T o] el 3R (0TI et ol STl HRars # Feel 8, WSIR-
5 O T HEYETT oI FT FHleIdT g1 T TF T &fE), oAl R ARRST & ST gaedd
TH-aY, S91d & 39T 3R IS & 9iafhar axar I &7Aar uere a2

1. FiSRICaCOaTIneRN(EINRS) T (STeie FRAfT IR ATER TR de) F AEHRESA
ARTRT & fT Wgal FEeodl A gl dellel & 3662 § T fFar g1 I8 dheg Hegey, Al
BT, 3MSHE  f3arsd 3R 1A TBH S ST § FS 3o 3UUIT & sicds $H FRET war g, s
HTAIX & HWhHAT ¢ T§ STARhAIIT I HPTAT 3TN Hl HH A A Heg oA & [0 AFT T
Tq ARTEYS &l § 3R DSBIS &I a1 YUlTell T Tgalel el R SUTIThdI3il H Tcleh Flel g 3T
ST, 3PIETHS T9Td 3R Seeie JaT YeIdn3it & Iy AR & T gl Hafad Sereear iffamer
IiaTe 3ffeTellsel egagR AR SFAeR f3otcer alishl 1 serar &a 2

femsR 2025 T&, Hvas dARA Hr 98 gfawd BfSca e #F FaR a1 § 3R dieade td HoowR
ThAUT & aR H 93 YA X Alfeftheherd Aorar g1 I8 97T &5 & 1,427 Hrsal & Y ATy Heldw
& I 9T 3R 38 8 dXad H AGq Il ¢, STafh 38d T dicaie-RATe Tod & 89.55 A SB3al1s
UF ARTRE-hiead HaRS AT GI&T Teel & T F $HH #HAF #1 g2 §

2. ERETISIRAI G T$3mer-3a Ty 3R Fgeaqut &5t i yonfert 1 qRaT F Hogy
e Ueh GR&TT 3MRAMHeT & &l Helliold il &1 S & & dgd; FAMOI ST GI&T Hodlehed
e fAAfAT §F & Hodlehed HId §; ASIT 3HTehelel (TeoRidTold! TATHC) R HgeT gdator
(OfAgere e & Jrer §; 3R 3 FAARGT i gt e & AU FAedished & AdS @
TIRAVOT R SITaT §1 31 STeTehRAT & MR W, HASIHRE-3T TRIaTT fSairss Faeh faem fader
SR &l § AR 3cpse HFRAYUNTORT S §¢rdr &l &l 30 o & ded @A Hodihe Fafl
&F T AR R 3R AT I b TEd g




T

ITAR SETEehcl & [T Ffaa A GI&T & Wl & Il o9l g AeTseT T W A
Fr ARG AT &1 Ig FEd TISaA1, AT THRI 3R 3T FaURS! & AT aedidsd 7T
H STTPRT TBTT & FAGE Pl &, [Ol9d FAT {d gd1d AR STATEr dRATS HI T Tl

QAT TSRt & TAX T 1A el dTell ITHAISIHRET & sicdeh Sl G Il gl 87 v &
HaT ATE3MEHRE fad, faegd 3R Q@R S s & Ui ol §, Siefeh Tsd
HTAFBHRE T 5T 3R Fog-2MfAT ST THRT & dgd Hre Par gl

L L L T R P ——

FATAT §, ST 93 TSR gHell 3R ATSR-3MTdehdle, T GeAT3 & ekl afeyd ARG T gl
qE ANl WH FAgeaqul a8 & v deit @ gfdfshar, Revadl 3R &l Qansit $r
foRaRar & ST UereT R Bl

For [HATR, I HEYETT o/ Age] GIET & fIv AY0T TR Td HYOT HATST dTel GISChITT HT HH
ST 81 Aeprd, Iy, 9fafEar 3R Reradl & vhighd #a| Ig dgad dgal Wi & AT AR
& f3Tocel shifaTeH &1 Hge, 3fefhel IR AT Fa1 Eell AT HXar g1 [&affiesd ol aren
Ig T f3aTTgeT USSR dATRAT Y AT el & WIY-HIY AGcaqul HaETTAIIN qUT FARTRE,
aleil s et o e g

AT YI&T & 87 A ARd F  Aqged o1 INRgGF AFar

Bl Al W WSHRE ST T AT AW 1 9319 319 ARG TR 9T o fa@ @1 g1 58 drelet
& YA, Tehollen-3TETRT olih A G WIS AMHA W SR o HRA T RIS ATgeR FR&T
SIATYT H T NNAHAG Td FAGR TR & dR X Tarfua fohar g
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IEIHGERCE ggqﬁ’a"m'q'uﬁ' AT AT (Fighting Cyber-Enabled Fraud:

o A Systemic Defence Approach,
Refafer aIfAfaft &1 et wa | MWorldEeonomicForum)
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qdTl ofdlel & folu Um-mﬁ Data Threat Action Global
Analysed: Detection: Taken: Cooperation:
UTT & 3TET SATITEDAT TOM | gpoopimionons  22billion queries Regular sharing of
2 > linked to malicious 3,044 phishing DNS-based threat

queries processed intelligence with

domains sites mitigated
th h Al & g iy :
F JdATd A & IY-T1YT IRgH Ly > — ~—— international

128 million Impacted nearly partners to
n
\ G\SA;Z;Z,:: s associated with 695,000 users strengthen global
EAY Y3 Yl Tﬁ m Eﬂm phishing activities cyber security
S

S Source: Fighting Cyber-Enabled Fraud: A Systemic Defence Approach, WHITE PAPER,
P AEAAD THAT H TIST FIT | vecevser 2025, world Economic Forum
& fov @ferd Far =m gl

o 3l 2025 A, WMEIRE-ST o Seegdud IR JHFEHS AL qarr goa & & FHiRT
forw arv Freav Sfered FFare M Au-aF 7 Aerere &, FrwHd g oo & A TR
& T g & a5 o)

o TGN 2025 H, HBIREI-3oT 37 ARSI ABIERT H T Toh AT Siegiel B HI AT AR
FIET TN (TCATHUHIS) a1 SR e ffRrer gefoeta w “Rifedr gve o wms g ©
AEa-REw-aEs 3 ofifer BT STaeaid STEH e RUIE W gFaiar fFul a5 R
HAHG, THS YOSl T FAY oiel, UIHS Hed HWell H FIEIA A AR TS T 9 3R
TSR SHTEHA & e g SR 3meTRa gReor 1 Roraa Fe )

ol AR, I ATAT dfRgeh AR et 3R T3ng Faeh SIfAH & TRIMeT HT 3R A A
WSIHRE-GeT & G FeNd T aAjed @ &Ml 81 F TSR Faodl, TRl H ST GihAT SATh Rt
& HTSRLOT 3 T3S HOH SNTEH & TSFAGR YA 8§ Hefid dffaes o3l & 3R &
HEHRE-57 &I 3IRAT HfAST HT Y@ifohd HIA ¢

e
HER TR HT dgcl Sieelar AR A= & @i, gHRE-ST 9 & FgeR FI&T ShIfaeeH &l
FASCH FeTel Y @I &1 AgaR SAEHAT H TR Tgaed e T 3ep HA i, HSHRAZA o




USET AR ool I HIHN Holedl foham &1 FEAETd o 3R &F-fafdse va s Avasmssmer
¥ SR ANTRD-hiegd SATIEDdl HIAHAT doh, THRT AffeeT Tgol HRA HI ASHET G
I A 3R 3UGThcI3 T & & Toh eAUh Td glesll giSeahlor &1 Jed Xl g
WSIHRE-oT & TINMS-ITTR AGTIRT I IR Tgalel A Wgel FI&T & & & 0Rd &
Adgcd H AR o ASTLT T 81 Fol AT, T AR 9T ATSRETT 1 FRET A iR Tt
et & faU v FRiEd, sade vd guiaid RBfoea afasy glaRaa s & 9fd ara wwar
1 gfdeesar # gRe = &

gaaciiaad AR g WD ATy
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