feforea wRaKia AR GaauBte 3T
41 faeedt, 8 3ffaeia] 2025

A1 gepT 3721 FEfTe e WRATE W@ UTfeel 3iTe, FT ATeR RE 81 ATqed] Y YREm]
SICRINIRIIERC IO

IBD e
TITTITST 86 THFRITUETT SR ERTHEY T Sex-icd! Sisult UIgiet! 3iTg.

YRATT ATIER ReT fawgd gesiie JaTor 2022 Aefet 10.29 SARATIwT 2024 ALY 22.68
A9 TS 3112,

2025-2026 T 51 FAGhH AT HRIIR YRET ThIAIS] 782 Hic! By e ava
BRI ATelT 37TS.

HIIGR HHIUDH IR HeAd 9.42 RG] SR A TS MM 2 AR 63 TSR 348
ATHSINT (IMEI - AR AT el SUBRYT A3 shHTh ) JFGUAT 3Tl 3.

1930 T FAUT BeqeTS Tl HIEIAT dIderd AR GRET FeY YRl Sird.

TRATIAT

RO AER 42 (Cyberspace) 37T JaTUEIT 3ffdeh %< 37T, § GRS hicadl
B JMOT HATE BITd . 86 SHRIET SR TR §ex-Icdl SIS Uil YIgraeil 34, Al
AMBSARIGT (ST SIEAT SUBAITI STelell Seold=-1d I &g Idl. A1 fawiRa
3T fSfTC ST eIies 3Tl TRTRGIAT AT Bl dicTear a) [$fofed dar
U T AT HATH, T RITR AYIR HAGUbIGHII Boodiedl TR YR
RIRIT=TE! fercTepTa faTR SITeT 31_Y, Tos HIER &I BT T UTHT=AT el a1l
3Te.

NN N

ISR HHAU[E BOTol FSFied radiei=ar ATegHIgA HedT SIToT=aT BHau]a =l $l.
AL JARHT YdeT, Al ISl ARy fhar fiFers aicres Jiar FHrder 3.
NS AT JHAT BRI BT AT B 319l




2022 ALY HRATIS AR GRef favyes g™ YA 10.29 IRd B, T 916 81
2024 AL I 22.68 G G W, AT b AR fSfoTed giaardt aradl
T 3107 1ol farereed fag Ad. ATerdes], Mfed Jharird THIUE! aTed T8, 28
hglaRT 2025 T, TSI AR [ gl dicerar (NCRP) ARIER HHaUd o 36.45
oG BYY b JHAT ST i SMTell 38, E AhSAR! T MBHIbS e
DR 3T, TN TG ST 2N AT A ofl R TId HeTelell Seelkd+1 Wil
T fadg .

Sectors Most Vulnerable to Cyber Threats ﬁ%}

Tale
communications

Grtical
Infrastruacturs

m

Source: WEF

ARIER HAIUH AT Tgei el AR HIGol

RIS BAIUGHI TS Bl 3RTeldl THY Uligel d), T HAIYS Hd% YDl
UG YR HATed TG, T [Afde [qouTd Bedl ST STAeTd, TRd TdI S SAT07
AR BT FGITTAR T AT &l Il FeATS! fa¥g AUdl. IAeATead! Ffdercd
YIS IEUATATS! AT TGdd 3elET TIR BRI TR ATE. 3T HEAU[DHIIT
SIEEEICERINECIRC NI E A RCIEE D RGN DI RIS EL CAC - RIS SR RC K R

R 3,




TYPES OF KEY CYBER /41
FRAUDS fib

i PIG
: BUTCHERING

PHANTOM
HACKING

i OMUINE W o iuriog wemiinei
:BETTING ANDJ] irooroed pitiems e
", GAMBLING JM =05 -

INSTANT
LOAN APPS !

Source: Enforcemaent Direciorote

ISAIE AR b

3® THROMA W (Spoofing) ARRAT TA@l, RIS TR fdearde Ed
AT gTd I BAGUD DR I (GG ATl M2, ITAYHAT, Hid gigas
AT AT B holedl SIUhadd (Deepfakes - §Igd UlTgei @l dTR BRI SATIOT
1T (Phishing - HHAU@I=AT STTedTd 3ATG0T) Hadid THxvuie JHIUE! dred 3fTe.
O RITHE) a1 BHd gH el fhdT Hael UTe g Hag-eie AlEd! SHS HRUATATS! e
el ST I He e HIcTod =gl YUl YHTaTe] AT s! arad.

JhIgS THSH $exBY (UPI), Bl 3MMfd o=l FaeRIA6! YR Hald K]
aIoReAl SIOMRY f$fied UHe Ugd 3. BEdUEaRl I1 Tgdicl qdle gReT
HeeledT(compromised) AIATS el ShHATH AT ATUR B e drel 3T, AT TR FRTHR]
RO, TRATR AU 31 Baque M a2 (Financial Fraud Risk
Indicator - FRI) &1 $RT SUIRT GIAGT Y& doll 2. BT G FIRYS hATh I HEH,

3= fobat Arfcraea ST i U ail1ehR Ul DR,




AT Aol =T WUl 31ae fefiiee SEes I 99 Wfed 7=, ©
I AT WRATIT WIST AT T+ dTIRBAAT AT g dlolcHe
(urfpered) et STHT HRUATATS! Yg BN, LM THRUTHYT AR 400 PIcT
SUATYET SR T[TIRT I+~ (107 el et e FHR 31Tl 3772,

ATIIR BAIUDHI[Togdl HRATH] AT deohc HRUATA] FeMH, 21 ANE 2025 ISl
i TetTs AT gicdTe= JAfoT o faerge, 2025, AR HRUAT 3fTel. $-5his] 31
HATSTHIEIH TR JATTATS T W[ FIeATS S UgT=T ST AT fGerzepreil JATofl el
il IR, AT dT TS U T TITd Tl AT JTedid, SRRl 1T

HIRATIT TR RET SIRTY ST

IR ARBR STl AT f2iTet SAFelTs AYTaTed] RIS Yeb HoTgd HRET0l
AT ] bl 31T AR ARTR D AT SN FTHRATN Feferd a8, fRrefor, e
FIBR AT TRBRT AT SR TgdI= aruRTIRITS! JMUIT a-fe SiaTd sex-ed]
MBS TR B TR 3Nl

JTETSI=AT hoold JHId AFeIed] HHARAT AR [N [J9T r1aedsd qum
DI GASS HRUYTT I 2T & heted] CyTrain T AIER TIRIET0T G dR 1 AR
5 BOIR 796 UET ST Ueli MBI Aicoiida fred, AT 82 BSIR 704 Y&l ST
HTOTIS STRT el et JATed.

ARIER STRTLATAT G BN AR HRIS

GRfard fSRTee grarear o 1R M1 HEwd &l T, HIRATH ATIaR GRET RTE ST
IR el el T8 BT IR S] Wlell TS T BrIeiar IR s

Hifg<ll T BIIGT, 2000 (Information Technology Act, 2000) BT HIRTTRIT HIIER
BT ARTGSATAT U7 AT, AT BTN Mowd FRY, ATITRT, F0rhYg
GAIIGR BHAUD T ellel fAdT JHADRG HALTTAHUEN AR IR

HAIUDHERIIR Gl ATAGUIRISTl Heedredl TRgal 3ATed. ATdiedd defed




STEBTAT JHATTHRD Hbceeed AT BHIUD DU IABI &dlch DHRUGTT

IfTBRET JRITIT foor et 3med

Al TS (AR ARG eId docd 3T f$fTeer Aregd iforqey wfedr) s, 2021
(Information Technology (Intermediary Guidelines and Digital Media Ethics Code) Rules,
2021), AT BRI HEGATIA FHATS H1egH qegefl, $ifee radis affor siiverg
ISTRYST™ SR aTIcd GiHiRed del el 318 A1 a1 HiH glchmﬁs SERI e
THAETT IRATMRTARE W ST el Mg, a9d Aefdd Arquisias ddhRIeeiR
ST PTG TRl dUTHIRD Dot el e

fSfiTee Jufaae ATEIaTST |- BTIaT, 2023 (Digital Personal Data Protection Act,
2023) : AT BIYERIAIA ATATS] Hd JAlTp Alfecild HRIGIRRT AT IR BT
HHA BIATeBUT JEBRD Dol el M. AT AR (ST STl Harard! Jrigr
3T 37feeh ITRGTAN Il 31T, RN [y IurgAISi GATLEc HRugr=T IL e
T BIIERIAI IS ATSAT AT AT IR HSR STG T {1 T 3fedd . AT
37T AIRINATGT MUl BTGV 3fefal Tl IRATIR BIVIRIRE €ids HHI el
3Med. A BRI TUId, BAIUDH T TSMISIe FafErd rdelel 9.42 AU
SR 19 1S 311 2 oG 63 g VlX 348 SJTZIW?EW (International Mobile Equipment
Identity - STTARRTSEII HATS S SUBRT 3152 shHeh ) ITIRTIRL RIFUYTe 3Tl 3Tl
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CYBER THREAT LANDSCAPEININDIA 'Ei

India is the third-largest country in terms of
digital londscope in the world

CERT-In
Cybersecurity Audits

information
Technology Data Prote
Act 2023

CYBER LAWS IN INDIA
These laws empower national uaﬂnui95 to investigate
offences, enforce cyber hyglens, and secure
India's digital assets

o o7 Maewal, Jamtara, Ahmedabad, Hyderobad,
GEOGRAPHICAL ] Chandigarh, Vishakhapatnam, and
HOTSPOTS Guwahati have emerged os key regions

repeorting higher cybercrime incidents.

To ::.I,rg!ﬁg:hl';:n menitong and
coordinagtion in Suc Ve areas,
Saven Joint Cybear | tion Teams
{JCETs) hove been set up under 14C,

Source: MoHA, Meity

AIER A9 g ufasare

SfeTT BIrgex sHSAI R S (CERT-In) 1 WIS YRET TS UG SURY
I I 3MTR. B AT AaR giaiiaR Sy odd, JGRIerdcan 2Ne o 3Mfr
3MIeIdh HAFIGRH ded SIRT B, HAlfedaroaell Haidd Beore, Sl Wi (Data
Breaches), R AIf2H fhdT ATCIA3R GHERT YRIRET Tedad haedridr CERT-
In G TR THITAT SR a1 THIRS Bl S THd a1 SUTIATSTT @i
Gad. AT Alshg Ao GIeial dovdR Tferae GHTead sial, TRUTH GRBR, IET &
30T AEAT=AT AaT YTl ofd eebeIdal GUROM Tg Ad. 1 2025 G, CERT-In
=1 el ATIER GRET 9 109 GRIG YTeIfareh el IS det BId. I AT
ATIER Fooid Iravil o HugT=l d8d Saiereba 01 hrugrear Seen fafde s

JTOT &Y =THedToT 1,438 LT AE YT ST BIAT.

JATILTD YRITY Gfaeia der



TR SR AIfSc YR gl w@Rer dsrEr (NCIPC) FHffe Aifedt dar=me
BTIET, 2000 T BT 70A T el el ATE. B ba WRAKIA gD Alfed el
IR AL SREVIATSIE IR ARSI AR, T DG I GRET 70T
QTSI YRIATTITATS! g <] 3RIAT JfhT, TIHATE, Holl AT AED ATHRE]
AT WHTHR BTG 3T T@<I- HUh MO T AL DHIH Bl A T halgR
YU S@RY, SIEH Jih MM T &=l faRie qriesie dad SR
RO SEERT IR Yreel] SiTd. AT SURGATST =T ATEGATGA NCIPC qaTarcid
EHAT gBDHC] Qdl, I ATTeYDh AT GIbaTdeh S bl 4 elch YT
SATOTUAT HTH DR,

PBIIST AN &I BhIhRUT

IR AR [ A Tl WA (14C) T8 HATAATA] JRIARIT hefl el T8,
T BhaIgR BT SAATSHGUIT HRUMAT IV (LEAs) HHCT M1 FAI=IT Ygi=
AR [ RI BIATRUATATS! Yeb HAAATALD IRIIS] M el SIrel. IT bare]
HTHT 2Ty FR1eT01 DHIRichH, FeNE JATOT TSR e fdeh e BHRUIRIRE]
SUTIATSTT=IT ATEIHT ST M ATS] UTede YRael S, Il arid doseidl
AT Saroreraror AT FHi=Ia auTre] WWWW%@W R CRCIRED
BRI 3T SR Hafed ARIER ﬂﬁﬂw‘ﬁ deferd  AEaR TR gaRAfaRIgTd
TRUMM GRS HRATS DR e BId. TSI, 14C =T HIEGHIT AR—IIR HAGU[D IR
HEfeT 3,962 THTSY IMTST JATIT 83,668 RICHINY Wil Ahd HRATGIIIIT sAld el
el 3Te.

ARISR GREATATAD SIHH : Heileied TLma=

IR AR ARETV] I AT 968 SUITATST, 202521 D13 A Ab T AR &
[ b iRTdl 782 BIct BU el IR HRUIT 3Tell e ARBR Sdaeledl Al
AEATAT YTd T RIS 1 GREC 8leh] {FHT0T BRUMIT ArIeR adiar ARbR feelell
R ARG Il AR AT ATIER HAGU[eh IR IS UIT JTTO] AT eav=]
(CFCFRMS) HIEZHIA 17.82 ITEUET SR TehRId! Siia Tell, Irges wehl, faxi
HYTHT 5,489 DICT BUY YT SR IehH aTerau] 2R STel.

TR AR P TR gidd



AR A Eed dedd ANRGEl GEHRT dohe] QUATATS], WRBGRT IS
ATIER 72 dpR vl gicd (www.cybercrime.gov.in) BT del 3MTe. IT dIcored]
ATEIHTA ARG fAfde gepRedn AR o TRIen it dhRl Aieauard! giae
U B el T8, ARIAI [T HAigel Mo A ded H¥a heled] STl
TeliaR faRIy WR faelT STl g1 SIEier 1930 & JHiUd |iieR e soudigial SUde]
B [aell G, TGN JATTATS TP BHAU[DIAT Foo! TSl YIRS dIaei dad
IUAL B3+ [ell ST ARATI ATTS I TehIR T Al BROT JATOT 2R T B[

SITelel AIBR MSTUATH! YL STTE] Do el 31Te. YU, & SUshd ANTR BT
Teh T4 STOT FfeRTaTcH e bR AT =07 % U Sue S¥el 3MTed.

JMARIMTE %ifdsd AaR gaven fauae I SIf¥™=  (National Mission on
Interdisciplinary Cyber-Physical Systems (NM-ICPS)

FRIIERIER AR -{hITdhd YulTellar IS JAHAFBIAINT (NM-ICPS) HTIaR
qRefl, P gigan fdvae W dened S FalHue Wl QUaTe]
A, AIIR HAGUDIA BT HTAUAT HecdTd TAT Dol STl AT, AT
IRIT 2N HUATATS] FIe, FIRIUIS AT BRITG<! [T AT HRUIRITS! UTSdes YRl
STl I e, ST - AT O A e red] YTy GIIT e HRUMIT AR
HHAU[D B0l ST I IGUARIGE I HRATT &1 ddehe BI0gTd HEd Bl 3MTe. AT
RIS TSI NeTOTeh AT, IENT FaAR AT AYBR AT FehrIqo
HIRTERIGA 3T Baav[e, hRAT 37T edrel Aaei =g, SagTell Id 3rdelel
SR AT JFATY(Teh AIIER GRS SUTIATSTN HRUATA] FishAerra! el fe
SINGIEIES

A 37T eifaRiemite 9 =) ufde (CCPWC) JieT

Hfger o GAfRIERS FaR [ glaey A= (CCPWC) 3idid, giarea] e
Haeeiiel Scled] "chil, fdRiyd: #fge 3o Fefivl ofed HRUMAT ATIeR
HHGUh ] Jradiay {R QT eT 3. A1 JISHEArd! ARG 132.93 DIc! Bl
3N RIS TB8! ST Do fael IATE. AT AISTHIIAT SIURTITS 33 1Y IMIOT
SR FeHL AER =ATgJeld M1 JfRIET0] JANTRIGT I Bedl 3fTed. Al
IR HAIHE AgeR [ U, fefied <graes anfor afeerss
SUTIATSTT 37T AT 24 FSTR 600 Y&TT SR BHATIT AR et 378, dTSetell
STRah<l, 3TE] GodTered] SUTRIel el 3MMfOT STefe feivTe erd<iedn HIedH I, Il




IS AT AT ARG BIOTRT 3Aelrg BHaUdh, T 301 TNy
RIRGUYTT ST BT FHTE] SHAATSIN BRUGTT &FHATE ] AT 8IS ATl 3B

e 3Nfere R fefoied ararerumt gifeac g1 srdel are.

AR Yhe FdRATIH IRTEST (CCMP)

RIS Bool 30T ARIGR-SBAAAIGN Ao Aoolall gaddbe! QUaTed] S, &g
HYBRA Fd TRBR] FLATHR] HIIR Hehe AT ARTES] (CCMP) T hel. AT
JIRRISI PIVIE] AR Hhe Igacdrd, TRIRT Ff=a R qauarar Ioe
el G BRUGMNTST Yeb GIRUITHD didhe ST STell 3MTe. AT ARRISAT
3ITSTaR &l i ST STTRehell ITGquaTHTST QR 205 BRI AT hel
el 3778

JU=< ICHIH (ATIUIS)

FHY Qcmﬁmmﬂa%g@ma@awﬁ@ﬁmﬁﬁﬁﬁwsﬂuﬁﬁﬁ
YA B QUIRT T IMTRRTRTY gl SRl 38, quob AR BAJUS [T
qehR T TUTHU T qbehc] ATl 3118 . AT ATRIUISTSIT SUAE B faeted Hfifdd
T YTBUTER TR AT [ Riel Heefia urara gfagrear fSwron Arfgdr .
A L ABHIAT Pl RO eIIAAAT IUSA B, oA, AT
GRIUIST=T HEBTI e 12 TSR 987 TRIUIAT 3Cch Bl 3Tl 3T, 1 TG 51 TSR 984
TRATRIET | BTET ATl 3ATe M7 70 TR 584 IR AU AT (-l fHasredT
312 ATes AHICT WU AIIER HHIU[DHIY STTeb TRUITHBR eI T HRUGT AlS

e d HTell 3TR.

TSN gidd

FEANT I ol AIEIHT JhRIGIRI0 JelTs AT AHH BIRvATd] eIl
AT HRUGRIST Ueh YhlicHD TGS U $iTel 3f2. IT ATAUISIT AT
LT eI AT AT SCqugT G T eI qul STRT R UIT GIe Sucred
STl 38, s W S A Sgdd BT JHAThRS I
HEUIRIETT STofe T HRaATs Blgel ATl AT 8 hell 3. IT FrAUIST=Al
HIEFHT AR e 37erehe] FRATT UehTd SSIH¥aR IMUT0N I $iTel 3G, AT D




JPASIR Mg AFMfERITTT I dodd YHTAIU0 hrIde] U GRGRI]

EHTE] AT 8IS Aol 3R,

21 el I 01 AN AT BIATGL] SR R Y RIS YREAT FRTG 2025 o ST
DHRUYT 3Tl BId. T ARTATT AT HRAT! AR & AT D A eTeheloll Fodehe]
QU] TG Il Yehal MR SiTell. qrIar gRarell daeid sreaniie a9,
RIS o7 gRTR JITITE 600 YelT SR HfIf=Tell I1 |_mard |g4ril $irel 8id.
FCHRT (STRATEX) BT Uth B Ia-Toll AIIER ST ol S SBTe T YR & I ARTaT
R AT 3R, AT Joscilel AR -AFAVIT = AT 1ol ervgr=T e aravi!
ST e TR ATTaR ! AT BRuand Arell BIl.

STSaT AiaTSe BN 2025 Fed AR YRAIX 1R

e ST ATS e PIUFHAR, AIER Y& & TR AR (ST SR 3RTeled] &3]
T & AR 3ATE. AT (SIS =T AT ITAE THAATT AR LTI
IRETUT HRUITI VR T JITRRIT BIUMR 2d. IRIIAIIST A=y &1 o1 gfean
AITS A BIOTA Ah U1 INIUIR 31T, 8 I 11 3ifaeiaR 3 T faas ATeron=ar a1 o1
e AT HIod, T facel 39 dayu™ TR Ji IiAT 8 AT SYHHATT SEIeH
Blgcl.

o AT AN o BN A& ATER GRed RRaR uRvg a1 WRd 66 Ryeaiforam g
HT ST RRIR TRYET BI0TR 3MT8d. AT TR ST fSFed = iiel W
e ITETS! &g Agel. 6G, AR YREM, IUYE YT, HIH JIGHT, SEAT 3ih
ST (10T 3111 GREA|TTE TG AT TG &R AT R [l SR 3.




o1 SfSAT AETe ol BIUTATS! 1.5 ARITURTT TR JRATT, 7,000 Y&TT STR MR Y
gfafaelt, 400 9eT SR weeie 9T i, T9d 1,600 YTl SR Wedel aroRTd RTeled]
A1 & 3Tcl el STIciTel 372 STUETT TS . AT STITSTATSITII 100 Y&t ST 1 BI0TR 31_Y,
800 eI ST g T AeHRN Bldilel. Tl AT 9 It ST A of H1U &) SITfaah
GBI AT TAHYATS Ueh TG ARIUIS U BT AUIR 3ATS.

HIRAT AT 1.2 3feSl HIgel UTedh MM 970 A& FEIC dTURD 3ATedl.
AT ST 5G AT AT AT I GO 38, ARMMd0! YRIA, FTAIGHTILID
3T fAEaRar I oren f$free uRER=r Mfdier wR e S9 &g, I Tdh
fereasre a1for URacTe R feiTed TraTyd Giagi ST g FUA S eI I fdd
BT B 38,

geict fem . ARIER SIrRedar

RIS TRIRIGES AGSI+h STehdl dIGIUINTS], WRBRE 9g-AMNUISIT TR
TRIRTT FIR U deid bhedl 3.

Promoting Cyber Awareness I
Through Digital Platforms (& ’E

X
{@CyberDos L_:a®

Focpbook

(Eyborbapnac)

- Telegrom
{eyberaatiac) mEtagram
[eybarbostes)

Source: Ministry of Horme Alfgics

AIIR. HHAUDIES ATDIAT A HRUATAIS] FARBRA IS, FATIS 30T A
. o\ NN . C
EIYUIEIR RN G- dbiod AU AllTH G hedl AT,

JHRTCAT JFeTeT AT HHTR AR GRET i1 RANITad SIRTaehe] -AT0T
DHRUATATST CERT-In T &t I ATIIR FHIY b AU HRUT 37Tl 372



MyGov IT FIIUISTEIT ATEGHT AR YRR {07 FRET STTaehel] A8 ARE]
SUHHTT JATATSTTIT HIEIHIA ATT~AT AR BIRAT Hare 0T FEHHT dredc]

SIGEIER

AT GTAT ATFER GRIGIT MOT YREfITA AN HRuATATS! fheRad = ol T
ferenea e Uant JRRTeh o TehTeI dhel et 3118,

AR ST SIS STATehd T (HHI0T DHRO1 AT FR-ER [ IRGUATT I FRIarT
BRI TSl TR U9R BRUIRITST THTST ATEIHET 919N hell ST 3178,

AR

TR f$RTea TRad= i IrreR areRii=aT SIeTar 3T 31T, AT Tl FHI AR
fSRTeel Ui SAMURETH Il AT, MO Araded! ATIER BAGU[D BRUTIETS T
AR IS 92 BHIULbTAT Feiae HRd G, TR A "o+l BRI
& IR fohaT Ufshai=T IRad TR,

[N

AT ARSI H RIS, U< AIGAT JHTUI TS AR TSI faeelyor (Big Data Analytics)
3ATTOT Tara et A6 IR ATIER ST A aehel] a1l 3iTe. 3% 31l ¥, WA
TR DI YRITT BRUI B i odidl IR FHTIID STEEamR] 3ATg, 30T TS
AR AU IoG e AT ASITd XD AMOT ARTR BT UhHaUul B HRe T80l
ROl IR 3R,

GER

https ://www.pib.gov.in/PressReleasePage.aspx ?PRID=2132330

gl g T ATfR <Y J=r=i d=Terd

https ://www.pib.gov.in/PressReleasePage.aspx ?PRID=2154268
https ://www.pib.gov.in/PressReleasePage.aspx ?PRID=2115416
https ://www.pib.gov.in/PressReleasePage.aspx ?PRID=2051934



DEREISE

https ://www.pib.gov.in/PressReleasePage.aspx ?PRID=2112244
https://www.pib.gov.in/PressReleseDetail.aspx ?PRID=2146786
https ://www.pib.gov.in/PressReleasePage.aspx ?PRID=2152495

https ://www.pib.gov.in/PressReleaselframePage.aspx ?PRID=2110359

https://www.pib.gov.in/PressReleasePage.aspx 7PRID=2101613

https://www.pib.gov.in/PressReleasePage.aspx ?PRID=2158408

S RUIBY] HATTY
https://www.pib.gov.in/PressReleseDetailm.aspx ?PRID =2153524
https://www.pib.gov.in/PressReleasePage.aspx ?PRID=2130249

https://www.pib.gov.in/PressReleasePage.aspx ?PRID=2175355

TieolT 31T STAfIhT T

https://www.pib.gov.in/PressReleasePage.aspx 7PRID=2085609

TG BTITTd Backgrounders
https://www.pib.gov.in/PressNoteDetails.aspx ?Noteld=155075 & Moduleld =3

ST MTferes Har

https ://www.weforum.org/stories/2024/04/cybercrime-target -sectors -cybersecurity -

news/

RIS GREfT Uy Hfqdrera

https ://www.pib.gov.in/PressReleseDetailm.aspx ?PRID=2151613

ATTGeA| FATIT T IEdTeT 2024-2025

https://enforcementdirectorate.gov.in/sites/default/files/2025-05/Annual__Report__24-
25.pdf

YRATT 3 Fheq

https://www.indiabudget.gov.in/doc/eb/vol1.pdf

ST HIfcTeh ATIaR AT faYads I AT (NM-ICPS)



https://nmicps.gov.in/ #mission

YR AIER T8 F9-99 65 (14C)
https://i4c.mha.gov.in/cyber-crime-categories.aspx

R MY T@-He $el wlehiv (OGD)
https://www.data.gov.in/resource/ stateut-wise -details - statistics -national -cyber -
crime-reporting-portal-ncrp-related-cyber

TEIU® yrgvarare! s faeid Bl.

BV 3Pe/JUR YR /I Areisax



